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Motivation

▶ Efficient modular multiplier that efficiently realizes the modular 
reduction algorithm.
▶ On-the-fly twiddle factor generation, reducing on-chip memory 
requirements.
▶ Pipelined NTT using a network of multiple butterfly units.
▶ Optimize dataflow for high data utilization.

Result & Conclusion

The design was fully verified in simulations, but it still has some issues
in measurements. We plan to continue measurements and try to
identify and resolve the underlying issues.
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Chip Architecture

Chip Layout & Measurement

In HE System, 
Large-bit Computation 
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▶ 16-point NTT example

▶ Pipelined NTT architecture (1024-NTT example) 
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▶ Twiddle Factor Generation
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▶ HE System Overview

▶ Proposed Chip Architecture

▶ Verification system with proposed processor

▶ Layout of our design & Measurement setup using Opal kelly Board


